
 

 
KERALA STATE ROAD TRANSPORT CORPORATION 

TRANSPORT BHAVAN, FORT, THIRUVANANTHAPURAM - 695 023 
Telephone No: 0471-2471011, Extn : 231 

E-mail: sr@kerala.gov.in,Web: www.keralartc.com 
 
                                                      
No. SRA05/65/2025                                               Date: 11.06.2025 
 

CORRIGENDUM - 1 
 
 Sub: e-Tender for the Supply, Installation and Commissioning 
                 of Dash Board Cameras with Driver fatigue detection Sensor  
                 camera in KSRTC Buses -   Amendment of NIT 
         
           Ref: 1. NIT No. S001-SRA05/65/2025–Store KSRTC–HQ   
                          dt: 04.04.2025   
               2. Tender ID: 2025_KSRTC_758580_2 
 

                       As per the reference cited, the following conditions 

are incorporated in the Specific conditions of the Contract of the NIT 

vide reference 1st cited above.  

Clause 
No. Specific conditions Remarks 

j 

Compliance with Government-Approved 
Standards (Surveillance Camera System)  
All CCTV equipment proposed for installation 
must be approved by authorized government 
agencies such as ARAI, ICAT, or any other 
competent authority as per the relevant 
Central Motor Vehicles Rules (CMVR) and 
Ministry of Road Transport & Highways 
(MoRTH) notifications. This ensures safety, 
reliability, and compliance with national 
standards 

Please upload relevant 
documents 

k 

Integrated Single-Unit System with 
Unique QR Code (Surveillance Camera 
System) 
Each bus must be fitted with a single, 
integrated CCTV unit consisting of four high-
resolution cameras and a Digital Video 
Recorder (DVR) housed in a unified module. 
This integrated unit shall be affixed with a 
unique Quick Response (QR) code, serving 
the following specific purposes: 

o Identification: The QR code must 
contain encoded data specifying the 
installation details such as the bus 

Please upload relevant 
documents 



identification number, installation date, 
and serial numbers of each component 
camera within the unit. 

o Tamper Evidence: The QR code should 
be tamper-evident and must indicate 
any unauthorized handling or removal of 
the CCTV unit. This feature is critical to 
ensuring the security and integrity of the 
surveillance system 

l 
The DVR must have tamper proof alarm, if 
somebody try to unlock the DVR without any 
authority, there should be some alarm 
mechanism and lock the DVR and camera  

Please upload relevant 
documents 

 

 

 

 

                   Tender Inviting Authority  


